
Privacy 
Policy

1. Introduction
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• Has been established in Greece and its Registration 
  Number 000914001000 in the General Commercial  
  Registry (GCR).
• Its Tax Registration Number is 094328889 and belongs 

to the TAX OFFICE: COMMERCIAL COMPANIES’ ATHENS 
OFFICE and TRADE REGISTER.

Avenue,11782, Athens - Greece.
• Is a member of the Athens Chamber of Commerce and 

Industry, with the number 110043.
• It is registered at the Registrar of Companies of the

Republic of Cyprus as a foreign company with registration 
-

ations in Cyprus, located at Griva Digeni 42-44, 1080, 
Nicosia.

• It is supervised by the BANK OF GREECE and the MINISTRY 
 OF DEVELOPMENT, COMPETITIVENESS, INFRASTRUC-
TURE, TRANSPORT AND NETWORKS in respect of its ac-
tivities in Greece and by the Superintendent of Insurance in 
respect of its activities in the Republic of Cyprus.

Please read this privacy notice carefully as it contains 
important information on who we are and how and why we 
collect, store, use and share your personal data. It also ex-
plains your rights in relation to your personal data and how 
to contact us or supervisory authorities in the event you 
have a complaint.

For INTERAMERICAN and its employees, the respect for pri-

the personal data of its insured persons, its associates and 
all natural persons who in any way transact with the Com-
pany are a key priority. We would like to assure you that our 
Company collects, processes and stores your personal data 
in accordance with the General Data Protection Regulation 

regard to the Processing of Personal Data and for the Free 
Movement of such Data Law of 2018 (Law 125(I)/2018), as 
well as with any other applicable legislation and decisions of 
the competent supervisory authorities for the protection of 
personal data and takes all necessary measures to prevent 
incidents of theft, loss and leaks of personal data.

With regards to your visit on the websites www.anytimeon-
line. com.cy or www.interamerican.com.cy/en/info/booklets , 
the Company is the data controller.

 "INTERAMERICAN HELLENIC INSURANCE COMPANY S.A."
(hereinafter “INTERAMERICAN” or “we”, “us” or “our”) which
is responsible for the processing of your personal data in
the context of the services provided to you.
The Company: 

Anytime is the direct sales channel for the insurance
products offered by "INTERAMERICAN HELLENIC
INSURANCE COMPANY S.A."



2. What categories of personal data do we collect
and process?

3. Where do we collect your personal data from?

We process your personal data in various ways, depending 
on the insurance risk we have undertaken. This data may be:

✓ 
ID / passport number, tax ID number, social security num-
ber.

✓ Contact Data that we collect when you enter into an
insurance policy but also at any other stage of our coop-
eration, such as email / correspondence address, phone 
numbers / fax.

✓ Payment Data, such as bank accounts, debit / credit and 
other bank cards.

✓ Insurance Data necessary for the assessment, control, 
conclusion and management of the insurance policy, data 
relating to road behaviour in the case of motor insurance.

✓ Special Categories of Personal Data, such as health data 
(physical condition, any disabilities, medical history, 
administration of medcation, etc.).

✓ Settlement Data, such as information necessary for the
handling of insurance claims contained in the request form 
for the payment of compensation/purchase/payment of 
premium or in accompanying documents/supporting doc-
uments or documents related to such request form.

✓ Browsing Data, in case you visit our website, information
related to your visit may be recorded (e.g. IP address). 
Additionally, when using our website, cookies may be 
stored on the device you are using.

✓ Data we collect when using and submitting a complaint 
form such as full name, telephone number, correspon-
dence or email address.

✓ Data we collect when you call our call center, in which case
 your call is recorded, as well as the number you are calling 
us from.

✓
of our Company where we record your name. A closed-cir-
cuit television (CCTV), the operation of which you will be 
informed of in good time when you enter our buildings, will 
record your image, in full compliance with all the provisions 
of the applicable legislation.

✓ When the law requires us to collect personal data, or when
-

ucts or services but you do not provide us with such data 

our products or services to you. In such a case, we may 
need to cancel a product or service you have with us, but 
we will notify you about this at the time this happens.

We collect data:

• from the submission of the insurance proposal, the 
application for amendment / conversion / cancellation / 
purchase, the request for the provision of insurance bene-

• through authorized employees, our insurance intermediaries 
that belong to the various sales network channels of our 
Company as well as our third-party partners (e.g. technical 
consultants, experts, damage assessors),

• directly from you personally, by phone, through our website, 
by text message or email and through any of our digital ap-
plications that you may be using, such as the “my anytime” 
application,

• from publicly accessible sources,
• in relation to special categories of data, which mainly 

consist of health data, the Company may, in addition to 
such data you provide with your explicit consent, collect 
data from health care providers it has contracted with (e.g. 
hospitals, private clinics, diagnostic centers, doctors),

• from visitors / users of our website, only when they 
themselves voluntarily provide data in order to submit their 
requests electronically,

• through the security systems on our premises, such as the 
closed-circuit television (CCTV) cameras,

• from marketing activities for promoting our products, 
from the collection of contact information for sales pur-
poses (leads) and when organising lotteries and contests 
whereby we collect personal data, provided you give your 
express consent for the further processing of such data.
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4. The purposes for which we process your personal data

Purpose / Activity Legal Basis

To assess the risk for the purpose of undertaking it, determine 
the terms of the insurance, the premium and ultimately the 
conclusion of the requested insurance policy, its management 
during the insurance period, the control and settlement of 
indemnity in case the risk occurs and the payment of the 
amount provided by the insurance terms.

a. Processing is necessary to execute the contract.
b. With your consent, after being provided with specific 
    information.

For motor accidents involving bodily injury, we collect and 
process special categories of personal data (health).

α. With your express consent, after being provided 
    with specific information.
b. For founding, exercising or supporting legal claims.

proposal. These data are relevant for the assessment of 
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In the event of notification of damage to the motor 
department and settlement of compensation, we collect and 
process personal data that come to our knowledge following 
an accident which involves a third party in any way. It is 
necessary for the Company to have knowledge of such data in 
order for us to be able to process the claim for compensation. 
For this exact reason, if you, as a third party, do not consent to 
the processing or object to it before your claim is settled, it will 
not be possible to continue the compensation process.

a. With your express consent, after being provided with 
    specific information.
b. Processing is necessary to execute the contract.
c. For founding, exercising or supporting legal claims.

For the Company’s compliance with legal obligations such as 
pursuant to tax legislation, the UN and EU sanctions lists.

Processing is necessary for the Company to comply with its 
legal obligations.

To manage a request and / or complaint. Processing is necessary for the Company to comply with 
its obligations under the applicable legal and regulatory 
framework.

To improve the Company’s website, products and services, 
to conduct marketing and for market research which the 
Company may carry out to examine the level of customer 
satisfaction regarding the quality of the Company’s services as 
well as the promotion of new products and services.

a. Processing is necessary for the Company’s legitimate 
    interests to (a) improve its business and services and 
    (b)  be kept informed as to the level of customer satisfaction 
    regarding the quality of its services.
b. With your consent, after being provided with specific 
    information.

To manage our relationship with you, including the following:

(a) Notify you of changes in the way our business operates 
      or in the way we transact with you;
(b) Update the data we have in relation to you.

a. Processing is necessary to execute the contract.
b. Compliance with the Company’s legal obligations.
c. Necessary for the Company’s legitimate interests 
    to communicate with the persons it transacts with 
    and to manage its relationship with them.
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To operate, manage and protect our business, including:

(a) to ensure compliance with business policies;
(b) business reasons, such as performance improvement, 
     quality education and control;
(c) the prevention and detection of fraud, such as by 
     conducting investigations into other, past or future, 
     insurance claims or claims in the context of combating 
     and restricting insurance fraud;
(d) the prevention of unauthorized access and modifications 
     to systems;
(e) statistical analysis to help us manage our business, e.g. 
     in relation to our financial performance, our customer 
     base, our product range or other performance improvement 
     measures;
(f) ensuring safe work practices, personnel administration 
    and evaluations.

a. Processing is necessary for the Company’s improvement 
    and for its legitimate interests (i) to properly and efficiently 
    operate and manage its business, (ii) to protect its business 
    and (iii) to restrict instances of fraud.
b. Necessary for the Company’s compliance with its legal 
    and regulatory obligations.
c. With your consent, after being provided with specific 
    information.

External checks and quality checks, collection and provision of 
information and filing of documents required by law or related 
to checks, questions or inquiries by regulators or authorities.

a. Processing is necessary for the Company’s improvement
    and for its legitimate interests to properly control and 
    monitor its operations and affairs.
b. Necessary for the Company to comply with its legal 
    and regulatory obligations.

 

legal ground for one purpose or activity, such grounds may 
also apply alternatively and the Company may, depending on 
the case, rely on only some of them (and not necessarily on all 
of them).

We will use your personal data only for the purposes for which 
we have collected it, unless we reasonably believe that we 
should use it for some other reason and that reason is com-
patible with the original purpose.
If we need to use your personal data for an unrelated purpose, 

we will notify you and explain the legal basis which allows us 
to do so.

Please note that we may process your personal data without 
your knowledge or consent, in accordance with the above 
rules, where this is required or permitted by law.
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5. Where do we transfer your Personal Data?

6. Automated data processing

such as for example the company Lambros Papasavvas & Co 

In all of the above cases, we only transfer your personal data 



Page 7/19

7. How long will your personal data be kept?

We will keep your data for as long as you maintain a contractual
relationship with us, in both paper and electronic form. In the
event that, for any reason, this relationship is interrupted, we will
keep them for as long as required until the limitation period of
any relevant claims expires and up to twenty (20) years unless
the legislation provides for a different retention period or the
Code of Conduct for Personal Data of the Association of
Insurance Companies of Greece followed by the company
"INTERAMERICAN HELLENIC INSURANCE COMPANY S.A."
based in Greece.

However, if the application for insurance of the insurance policy
that you submitted to us has not been accepted, we will keep it
for a period of up to five (5) years from submission for the
purposes of assessing the insurance risk and combating
insurance fraud.

In the event of a legal dispute is pending beyond the above
processing times we will keep data until its conclusion by an
irrevocable court decision. 

Recorded calls are kept in our file for up to 5 years and then
deleted, while CCTV data is kept for 15 days. In the event of an
incident to the detriment of the Company, its employees or
third party visitors, the images in which the specific event has
been recorded, may be kept in a separate file for a longer period
of time, in accordance with applicable law.
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8. Use of cookies

9. Your rights

Company.

 

When can we deny requests to erase? You should know that 

 

structured and commonly used format.
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consent.

   
   

10. How we ensure the security of your data

11. Marketing and processing of personal data 
for promotional purposes

order to:

 

INTERAMERICAN Group or for the performance of targeted 

and more.

• send an email to us at dpo1@interamerican.com.cy or submit

a contact form on our website or by mail - see below: «How to

submit requests, queries or complaints»;
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12. Personal data of minors

14. How to submit requests, queries or complaints

personal data from persons under the age of fourteen (14) 

   
   

changes.

   
   
   
   
   

   
   
   

us.

dpo1@interamerican.com.cy
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SmartDrive 
Privacy Policy

1. General information and processor

2. What personal data we collect and how

INTERAMERICAN HELLENIC INSURANCE COMPANY S.A.
(hereinafter the «Company», «INTERAMERICAN», «we», «us» or 
«our»), is a Greek company based in Athens at 124-126 Syggrou
 Ave., with the Registration Number 000914001000, in the
General Commercial Registry (GCR), contact no. 210-9462200
and email: custserv@interamerican.gr. The Company is
registered with the Registrar of Companies of the Republic of
Cyprus as a foreign company with registration number AE 3036 

and has a branch engaged in insurance activities in Cyprus
(hereinafter the «Branch») at 42-44 Griva Digeni Avenue,
Nicosia 1080), contact no. 800 88 800 and email:
helpdesk@anytimeonline. com.cy.
The company is the data controller, responsible for the
collection, storage and generally the processing of personal
data of the Smart Drive applications (the «Application») users
who are insured through the Branch.
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   message, speech or any other movement made by the User 
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3. The purposes for which the above «Primary Data»
are recorded are the following:
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The driving behaviour evaluation model per route takes 
 into account the following parameters:

 • Duration of speeding in the driving area and
   average speed over the speed limit, if available 
   from a technology provider.
 • Duration of mobile phone use while driving.
 • Sharp decelerations (number and intensity) 
    and deceleration profile.
 • Sharp accelerations (number and intensity)
    and acceleration profile.
 • Distance travelled in hours of increased risk 
    (10pm - 4am).

The total score of the User and the vehicle respectively is 
calculated according to the weighted average of your scores for 
Routes you have driven (with distance being a weighing factor).

When covered by Smart Drive insurance, OSEven will send 
to INTERAMERICAN a total score regarding your driving 
behaviour, up until when the payment notice for the renewal 

is issued. Additionally, at the end of each month, it will send to 
INTERAMERICAN the monthly distance travelled recorded by 
the application, with you as driver, in order to determine the 
completion of the minimum requirement of recorded kilometres 
(250) each month. The final decision on whether or not there will 
be a reduced premium will be made by human intervention, by 
an authorized employee of INTERAMERICAN.

The above data will not be disclosed to third parties, subject to 
the contents of this information notice, except following a court 
summons, a public authority request or other legal procedure 
or any other event where national, European or international 
legislation imposes the above obligation.

The legal ground which INTERAMERICAN relies on for the above 
processing (collection of insurance policy data, the primary data 
of the users of the application as well as the driving behaviour 
data) is the execution of our contract while the legal ground 
for the processing that takes place if we are ever required to 
transfer data to public authorities, is for compliance with our 
legal obligations.

4. Data retention period
The personal data of the Users are kept exclusively and only for 
the period of time required for the fulfilment of the respective 
purpose for which they were collected, in full compliance with 
applicable legislation. When the purpose of processing your 
personal data is completed, then these are erased. The specific 
retention periods for each of the relevant processing purposes 
are listed below.

Regarding the data collected through the Application:

In the case of Trial Use, we do not process or store any personal 
data of the User. Therefore, Primary Data and Driving Behaviour 
and Vehicle Use Data cannot be linked to any personal data of 
the User.

When you enter into an insurance policy under the Smart Drive 
program, the only data we transmit to OSeven are the user’s 
and the transaction’s unique codes which 

       cannot on their own be linked to a natural person. This
       data is stored on the OSeven platform within the
       European Union. Therefore, it is not possible for OSeven        
       to identify the insured motor vehicle or the User, even if an 
       insurance policy is entered into, since the data in its system 
       are pseudonymized (the pseudonymization has been        
       carried out by INTERAMERICAN).

       When using the Application once an insurance policy
       is entered into, the retention period of the data collected        
       by OSeven is seven (7) days after the termination of the
       insurance policy, if not renewed. After 7 days, the Primary
       Data and the Driving Behaviour and Vehicle Use Data
       collected through the Application are disconnected from
       the unique user codes, resulting in complete anonymity 
       of the already pseudonymous data collected by OSeven 
       as the processor. This process is irreversible.
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5. Automated data processing
Automated processing of personal data and the relevant 
(automated) decision-making takes place in the «Pay how you 
drive» program. Automated data processing is performed as 
described above in sections 2 and 3.

(a) Automated processing is necessary to rate the insured’s 
driving behaviour and its ultimate goal is to provide an incentive 
(lower premium) to improve the driving behaviour of the insured.

(b) This automated treatment may result in a lower premium. In 
any case, there will be human intervention between the driving 
behaviour score formed based on the application and the 

(c) The Company shall take all measures required under the 
General Data Protection Regulation and the Code of Conduct 
for Personal Data of the HAIC when making a decision on the 
basis of automated processing, including profiling, with these 

measures being in particular concerned with ensuring human 
intervention, the use of suitable statistical or mathematical 
procedures and the application of technical and organizational 
measures in order to correct factors that lead to inaccuracies 
and to minimize the risk of errors during processing.

(d) Lastly, the Company may use automated procedures during 
the insurance period in order to carry out checks to avoid 
insurance fraud and to comply with obligations arising from the 
international sanctions lists of the European Union, the United 
Nations, the USA, the USA and the Netherlands, to the extent 
permitted by law.

(e) You have the right to express your opinion on a decision 
taken on the basis of the above automated procedure, to 
challenge it and to request a review by a competent employee. 
To exercise your rights, you should contact the Data Protection 

6. Your rights
Under the General Data Protection Regulation of the European 
Union and national law, you have various rights regarding your 
personal data. More information on these and how you can 
exercise them is included in the Company’s general privacy 
policy above.

In relation to the right of access to the personal data in 
connection with the Application specifically, please note the 
following.

You have the possibility to be informed through the Application 
for Driving Behaviour and Vehicle Use Data, such as the 
following (per Route and per period of time, where calculation 
per period is possible): Route date, Route start time, Route end 
time, Route duration, distance travelled, distance or duration 
when speed limit is exceeded in the driving area for as long 
as the speeding lasts, average speeding speed, rating by 
category (categories are: acceleration, deceleration, speed 
limit, duration of mobile phone use while driving), number of 
Routes, driving duration, number of steep brakes, number of 
steep accelerations, region / city in which you are moving when 
driving, your categorisation for each Route (if you are a driver or 
passenger), as well as and the final categorisation you choose, 
the categorisation for the type of vehicle you are in per Route 
(car, train or bus, motorcycle, plane, ship, bicycle), as well as the 
final classification you choose.

Moreover, you have the possibility, if you enable this in the 
Application’s settings, to display each Route on a map and to 
display driving behaviour data (speed limit, mobile phone use 
while driving, steep brakes, steep accelerations) on the map.

Through the request of access, you can be informed of the 
personal data concerning you exclusively, their source, the 
purpose of their processing, the recipients or the categories 
of recipients, the evolution of the processing for the period 
of time since your latest update, the rationale behind the 
automated processing and of the notification to third parties 
to whom the data has been disclosed. It is emphasized that 
INTERAMERICAN, as the data controller, has chosen not to have 
access to the Primary Data collected through the application 
with the aim to protect your personal data.

In any case, it is noted that access to and information on the 
logic behind the automated processing will not be able to 
reach such an extent so as to reveal the source code of the 
application used and the algorithm on which it operates.

dpo1@interamerican.com.cy
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7. How and with whom we share your personal data 
(recipients of personal data)

Google.

 here

8. Data security

Although our company has chosen not to have access to the 
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9. Amendments

requests, queries or complaints

Therefore, even though we have taken care to adopt all 
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the processing of personal 
data through video 
survellaince

The company "INTERAMERICAN HELLENIC INSURANCE

months.

COMPANY S.A." will process your personal data collected
from the use of a video surveillance system as the data
controller Yoy can find our contact details in section
7 below.
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   a copy thereof.

   
   
   

   of your personal data.

   your personal data.

the GDPR.

800 88 800.


